

广州赛宝认证中心服务有限公司

信息安全管理体系

认证申请书

[请用中文正楷填写]

单位名称：

申请时间： 年 月 日

初次审核 再认证 其它：

信息安全管理体系申请表

 授权代表 已填写认证业务授权委托书（须盖公章），且已确认以下填写内容及所提供资料无误，能真实准确反映本单位现状及要求，现正式向广州赛宝认证中心服务有限公司提出认证申请。

**根据保密要求，为确保在认证过程中保守国家秘密，请申请单位确认以下内容：**

☆ 贵单位申请的认证范围内是否涉及国家秘密的项目(产品)？

 否（若选择“否”，则无需填写以下两条）是

☆ 贵单位是否需要提供涉及国家秘密的项目（产品）相关资料作为审核证据？

是（若选择“是”，则无需填写下一条） 否

☆ 若不提供，贵单位是否接受认证范围注明“（不含涉及国家秘密的项目（产品））”？

是，请贵单位在申请的认证范围中注明，如XXX设计、生产（涉及国家秘密的除外）

否，请联系市场人员进一步确认。

**以下内容带有“❑”，涂黑或者打钩为选择该项，空白默认为该项无。**

**1.申请认证/注册单位基本情况**

|  |  |
| --- | --- |
| 单位名称 |  |
| 注册地址 |  |
| 通讯地址 |  |
| 联系人信息 | 姓名 |  | 职务 |  |
| E-mail |  | 手机/联系电话 |  |
| 体系负责人/管理者代表 |  | 最高管理者 |  | 最高管理者职务 |  |

**2.申请认证/体系基本情况**

2.1

|  |  |
| --- | --- |
| 认证体系 | 依据标准 |
| 信息安全管理体系 | 中国CNAS证书/美国ANAB证书  |  ISO/IEC27001:2022 其他  |

**申请在认证文件中引用其他标准：**

**注：最终证书中引用的其他标准仅用于说明适用性声明中的控制集在ISMS中选择和删减控制的相关性，而不是用于合格评定**

2.2贵单位员工总数： 人，申请体系覆盖人数: 人

（若员工总数与体系覆盖人数不一致，需填写不一致原因： ）

（再认证或监督阶段若涉及人数变更，需填写变更人数： ）

轮班更次: 班/24小时，每一班次的人数： 人

贵单位正常的工作日：❑一 ❑二 ❑三 ❑四 ❑五 ❑六 ❑日 说明：

工作时间：上午 至 ，下午 至 。

如认证范围内、处于单位控制下工作的人员中有很大比例从事某些相同的活动，请明确：

从事的活动或过程：

从事该活动的人数： 人

以上人员判定为从事某些相同活动的理由:

履行职责时对信息只有读取访问权限；

不能使用单位ISMS范围内的信息处理设施；

对单位ISMS范围内的信息处理设施具有明确且可证实的受限访问权限；

在有严格限制以防信息泄露的场所工作的人员，例如采取措施禁止个人物品和设备进入工作区域。

2.3适用性声明版本： **（需与提供的附件《信息安全管理体系适用性声明》版本保持一致）**

2.4**适用于单一场所填写**

申请认证范围：

运营地址：

所有的活动是远程实施的，没有明确的物理地址（适用时）

**2.5适用于多场所填写**

|  |  |
| --- | --- |
| 申请认证总范围 |  |
| 备注：①请说明具体的活动类型及范围；②总部一般是指体系管理策划部门所在办公地址，分部是指非总部的其他地址。 |
| 序号 | 运营地址 | 总部/分部（是否申请子证书） | 认证范围/子范围 | 涉及人数 |
|  |  | 总部 |  |  |
|  |  | 分部子证书 |  |  |
|  |  | 分部子证书 |  |  |
|  |  | 分部子证书 |  |  |

2.6贵单位申请认证的业务是否涉及临时场所(工程\系统集成\运维\勘测服务\监理\物业服务等）？否是 ；如是，请填写下表（预计在审核期间已入场且未完工的）：

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| 序号 | 地址  | 该场所涉及员工数  | 项目内容  | 实施方式 |
|  |  |  |  | □现场 □远程 |
|  |  |  |  | □现场 □远程 |
|  |  |  |  | □现场 □远程 |

2.7单位信息安全管理体系范围复杂性调查

|  |  |  |  |
| --- | --- | --- | --- |
| 序号 | 复杂性因素 | 单位情况 | 备注 |
|  | 主要应用系统及用户数量 | 应用系统数量：>=100；>=10，<100；<10其中单个应用系统最大用户数量级：>=10000；>=1000，<10000；<1000 |  |
|  | 主机服务器数量 | 数量为： 台，>=100；>=10，<100；<10 |  |
|  | 网络设备数量 | 网络设备数量： 台，>=100；>=10，<100；<10 |  |
|  | 业务类型和法规要求 | 单位所处的是一个非关键业务领域，且不受管制的领域；单位的客户处于关键业务领域；单位处于关键业务领域。 | 关键业务领域是可以影响关键公共服务的领域，这些公共服务将引起健康、安全、经济、形象和政府履职能力的风险，从而可能对国家造成非常重大的负面影响。 |
|  | 过程与任务 | 标准过程，涉及标准且重复的任务；大量在单位控制下工作的人员从事相同的任务；很少的产品或服务；标准的但不重复的过程，涉及大量的产品或服务；复杂的过程，大量的产品和服务，许多业务单元包含在认证范围内（ISMS涉及复杂性高的过程，或相对较多的独特活动）。 |
|  | 管理体系的建立水平 | 已经很好地建立了ISMS，和（或）存在其他管理体系；其他管理体系的要素，有些已经实施，有些没有实施；根本没有实施其他管理体系，ISMS是新的且没有建立。 |
|  | IT基础设施的复杂程度 | 很少的或高度标准化的IT平台、服务器、操作系统、数据库、网络等；多个不同的IT平台、服务器、操作系统、数据库、网络；很多不同的IT平台、服务器、操作系统、数据库、网络。 | 指单位范围内使用的信息系统平台的种类 |
|  | 对外包和供应商（包括云服务）的依赖程度 | 很少或不依赖外包或供应商；有些依赖外包或供应商，这些外包或供应商与某些重要业务活动相关，但不是与所有的重要业务活动相关；高度依赖外包或供应商，外包或供应商对重要业务活动有着很大影响。 | 指信息安全管理范围内所使用的外包方和供应商的依赖程度 |
|  | 信息系统开发 | 没有或非常有限的内部系统/应用开发；有一些服务于某些重要业务目的的、内部的或外包的系统/应用开发；有大量服务于重要业务目的的、内部的或外包的系统/应用开发。 | 指为单位内部应用开发与维护人员的数量及目的 |

**3.管理体系及要求**

3.1 单位已按照认证标准的要求建立实施保持和持续改进相应的管理体系，建立了必要的文件：

正式运行的起始时间 年 月；

期望正式审核的时间 年 月（上旬中旬下旬）

3.2 对于不适用标准的条款及理由的说明，条款号要写到第三位，且每个条款都有对应的理由：

3.3 贵单位申请认证的管理体系是否接受过外部咨询？

否 是，如是请注明提供咨询的时间、机构/个人名称：

3.4 贵单位申请认证范围内有哪些外包的过程/产品/服务？

无  有 （涉及生产/服务实现的外包过程必须填写，并注意与手册等成文信息中描述需保持一致。）

3.5 安全要求

3.5.1 在贵单位内工作是否有防护服装和/或保护装备的要求：

否 是

贵单位是否提供防护服装和/或保护装备? 提供 不提供

3.5.2 贵单位是否有任何其他特别的安全或清洁要求？

否 是

3.5.3 贵单位是否有任何审核员不可访问的受限区域。

否 是

（受限区域可能导致审核活动无法获取相关有效的证据，从而可能导致无法对体系做出是否有效的判断，影响体系的注册）。

**信息安全管理体系需提供的附件名称及内容要求：**

|  |  |  |
| --- | --- | --- |
| **序号** | **附件名称** | **内容要求** |
| **1** | 法人资格证明 必须提供（工商营业执照、事业单位法人证书或社会团体法人登记证书等） | 必须提供 |
| **2** | 管理手册、程序文件 | 必须提交 |
| **3** | 信息安全管理体系适用性声明 | 必须提交 |
| **4** | 信息安全管理体系适用的法律法规及其他要求清单 | 必须提交 |
| **5** | 人员清单 | 企业体系覆盖人数少于50人的情况需提交 |
| **6** | 法律法规范围内业务许可证 | 产品范围中有法律法规许可的企业需提交，如增值业务许可证 |